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Product at a Glance 

WWPass Security for Juniper SSL VPN v1.0 enables businesses to enforce strict certificate validation 

before users access corporate resources remotely via the Juniper Secure Access SSL VPN appliance. By 

using WWPass two-factor, cloud-based authentication services and X.509 certificate validation, businesses 

will:  

 Eliminate the use of vulnerable username and password credentials 

 Enforce two-factors authentication of users before granting access to corporate resources 

 Leverage  existing Public Key Infrastructure (PKI) deployments by authenticating users with X.509 

client certificate 

 

 

Supported Juniper Networks
® 

SA Series SSL VPN 
 

 Juniper Secure Access SSL VPN Series Appliance versions 7.0R2 through 7.1R1 
 

 

Supported Operating Systems 

 Microsoft Windows 7 (32-bit & 64-bit)  

 Microsoft Windows 8 (32-bit & 64-bit)  

 Microsoft Vista (32-bit & 64-bit)  
 

 

Supported Web Browsers  

 Internet Explorer 8, 9, and 10 (32bit & 64bit) 

 Chrome 20 – current  

 Mozilla Firefox 14 – current 

 Opera 11 – current 

 Safari 5 – current 

 

For more information on how to implement WWPass cloud-based authentication for your business contact 

us at sales@wwpass.com 
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