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CENTRALIZED AUTHENTICATION SYSTEM 
WITH SAFE PRIVATE DATA STORAGE AND 

METHOD 

CROSS-REFERENCE TO RELATED 
APPLICATIONS 

This application is a continuation of US. patent applica 
tion Ser. No. 12/614,670 ?led Nov. 9, 2009, which claims 
priority to US. Provisional Patent Application No. 61/150, 
084 ?led Feb. 5, 2009, entitled “Centralized Internet Authen 
tication and Identi?cation Technology with Safe Private Data 
Storage,” the entirety of each of which is hereby incorporated 
by reference herein. 

FIELD OF THE INVENTION 

The present invention relates generally to computer sys 
tems, methods and computer program products and, more 
particularly, to electronic commerce and authentication con 
ducted via computer networks. 

BACKGROUND OF THE INVENTION 

Authentication is the process of validating a set of creden 
tials that are provided by a user or on behalf of a user. Authen 
tication is accomplished by verifying one or more of some 
thing a user knows, something a user possesses, or some 
characteristic about the user through a challenge/response 
operation using various authentication protocols. For 
example, veri?cation of something that a user knows may be 
accomplished through a shared secret, such as a user’s pass 
word, or through something that is known only to a particular 
user, such as a user’ s cryptographic key. Veri?cation of some 
thing that a user possesses may employ a smartcard or some 
other form of hardware token. Veri?cation of a user charac 
teristic might employ a biometric input, such as a ?ngerprint 
or a retinal map. 

The Internet provides pervasive access to sensitive online 
information and transactions, including ?nancial account 
transactions and product ordering transactions. Access to this 
information must be protected and unauthorized individuals 
must not be allowed to execute transactions (e.g., issue invalid 
orders or execute bank account withdrawals). Many online 
e-commerce providers provide only simple password level 
protection for such accounts. Some providers provide more 
sophisticated authentication commonly referred to as multi 
factor or two-factor authentication. For example, a provider 
may require the use of a personal identi?cation number (PIN) 
in combination with a digital certi?cate or a set of numbers 
generated by a token to authenticate a user. Nonetheless, 
“user ID and passwor ” combination systems remain the 
most prevalent authentication strategy for authenticating a 
user attempting to access some remote resource via the Inter 

net. There is a well known compromise between conve 
niencei(i.e., a weak password that is easy to remember)i 
and security (i.e., a strong password with multiple 
alphanumeric digits, capitalization rules, etc.). Also, people 
often use the same user ID/password pair for multiple 
resources as they simply cannot manage or remember differ 
ent user ID/password combinations for the large number of 
resources to which they subscribe. Reuse of these combina 
tions, however, reduces the level of security attainable with 
this authentication scheme. 

The common use of loyalty cards raises a related prob 
lemiindividuals have too many of them. It is difficult if not 
impossible for a person to keep them on his or herperson at all 

20 

25 

30 

35 

40 

45 

50 

55 

60 

65 

2 
times. As a result, users often fail to use their loyalty cards, 
which results in lowered or lost loyalty status, or the user is 
forced to provide sensitive personal information to a clerk for 
authentication purposes. 
The relative safety of customer/user private data main 

tained by all of these service providers is also a huge concern. 
As a rule, every service provider obtains private user data at 
the time of registration (e.g., user name, phone number, 
address etc.) and stores this information under a user pro?le in 
its own database. Those databases, or parts of them, may be 
(and quite often are) stolen or breached and then used for 
criminal purposes. Moreover, combining data from different 
sources can provide a detailed look into a user’s life, provid 
ing the opportunity for fraud such as identify, account or 
credit fraud. 
The problems associated with weak authentication and loss 

of private data present the largest threats to the future of 
e-commerce. 

SUMMARY OF THE INVENTION 

A token-based centralized authentication method for pro 
viding access to a service provider to user information asso 
ciated with a user’s relationship with the service provider 
includes the steps of: authenticating a user presenting a user 
token at a user terminal, the user token having stored thereon 
a user ID; deriving a resource identi?er using at least two data 
input elements, the at least two data input elements including 
the user ID of the user and a service provider ID of the service 
provider, wherein the user information is stored in a storage 
network and the resource identi?er is associated with the user 
information; retrieving the user information from the storage 
network using the resource identi?er; and providing the 
retrieved user information to the service provider. 
The above and other features of the present invention will 

be better understood from the following detailed description 
of the preferred embodiments of the invention that is provided 
in connection with the accompanying drawings. 

BRIEF DESCRIPTION OF THE DRAWINGS 

The accompanying drawings illustrate preferred embodi 
ments of the invention, as well as other information pertinent 
to the disclosure, in which: 

FIG. 1 is a stylized overview of a system of interconnected 
computer networks, one of which includes an Authentication 
and Distributed Data Storage Management System; 

FIG. 2 illustrates the Authentication and Distributed Data 
Storage Management System of FIG. 1 in more detail along 
with its connections for interfacing with a Service Provider 
Agent, User Terminal and Distributed Data Storage System; 

FIG. 3 is a block diagram of an ID Token for use in the 
system of FIG. 2 and FIGS. 3A-3D illustrate various embodi 
ments of ID Tokens; 

FIG. 4 illustrates the User Front End component of the 
Authentication and Distributed Data Storage Management 
System with its main links to other parts of the system; 

FIG. 5 illustrates the Service Provider Front End compo 
nent of the Authentication and Distributed Data Storage Man 
agement System with its main links to other parts of the 
system; 

FIG. 6 illustrates the Distributed Data Storage System of 
FIG. 2 in more detail with its connections to various other 
components of the system; 

FIG. 7A is a message sequence chart for user authentica 
tion at a Service Provider and user data retrieval according to 
a ?rst embodiment of the present invention; 
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FIG. 7B is a message sequence chart for user authentica 
tion at a Service Provider and user data retrieval according to 
a second embodiment of the present invention; 

FIGS. 7C and 7D are alternative embodiments of the mes 

sage sequence chart of FIG. 7B; 
FIG. 8 illustrates the components of an embodiment of a 

Key Management System; and 
FIG. 9 is message sequence chart illustrating a method of 

generating and issuing a new ID token pair for replacement of 
an ID token. 

DETAILED DESCRIPTION 

This description of the exemplary embodiments is 
intended to be read in connection with the accompanying 
drawings, which are to be considered part of the entire written 
description. Terms concerning attachments, coupling and the 
like, such as “connected” and “interconnected,” refer to a 
relationship wherein components communicate to one 
another either directly or indirectly through intervening struc 
tures, unless expressly described otherwise. 
A centralized authentication system with safe private data 

storage and method of providing centralized authentications 
with safe private data storage are described herein in connec 
tion with the ?gures. In the following description, it is to be 
understood that system elements having equivalent or similar 
functionality are designated with the same reference numer 
als in the ?gures. It is to be further understood that aspects of 
the present invention may be implemented in various forms of 
hardware, software, ?rmware, or a combination thereof. In 
particular, various system modules described herein are pref 
erably implemented in software as an application program 
that is executable by, e.g., a general purpose computer or any 
machine or device having any suitable and preferred micro 
processor architecture. Various functionality described herein 
is preferably implemented on a computer platform including 
hardware such as one or more central processing units (CPU), 
a random access memory (RAM), and input/output (I/ O) 
interface(s). The computer platform also includes an operat 
ing system and microinstruction code. The various processes 
and functions described herein may be either part of the 
microinstruction code or application programs which are 
executed via the operating system. In addition, the computer 
platform may include various other functional software (e.g., 
network drivers, communication protocols, etc.) as well as 
other peripheral devices connected to the computer platform 
such as an additional data storage device. 

Various aspects of the present invention can be embodied 
in the form of methods and apparatus for practicing those 
methods. Code to implement the present invention may be 
embodied in the form of program code operably disposed in 
tangible media, such as in system memory or stored on stor 
age media such as a ?xed disk, ?oppy disk, CD-ROM, hard 
drives, or any other machine-readable storage medium 
wherein, when the program code is loaded into and executed 
by a machine, such as a computer, the machine becomes an 
apparatus for practicing the invention. The code for imple 
menting various aspects of the present invention may be 
transmitted over some transmission medium, such as over 
electrical wiring or cabling, through ?ber optics, or via elec 
tromagnetic radiation, wherein, when the program code is 
loaded into and executed by a machine, such as a computer, 
the machine becomes an apparatus for practicing the inven 
tion. When implemented on a general-purpose processor, the 
program code segments combine with the processor to pro 
vide a unique device that operates analogously to speci?c 
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4 
logic circuits. For the purpose of this disclosure, the term 
“processor” may be used to refer to a physical computer or a 
virtual machine. 

It is to be further understood that, because some of the 
constituent system components described herein are prefer 
ably implemented as software modules, the actual system 
connections shown in the ?gures may differ depending upon 
the manner in which the systems are programmed. It is to be 
appreciated that special purpose microprocessors may be 
employed to implement various aspects of the present inven 
tion. Given the teachings herein, one of ordinary skill in the 
related art will be able to contemplate these and similar imple 
mentations or con?gurations of the present invention. 

Before describing in detail the various aspects of the 
present invention, a general introduction to an environment in 
which the invention may be deployed is presented in connec 
tion with FIG. 1. 

With reference to FIG. 1, the Internet 114 is a worldwide 
system of computer networksia network of networks in 
which a user at one computer or other device connected to the 
network can obtain information from any other computer and 
communicate with users of other computers or devices. The 
most widely used part of the Internet is the World Wide Web 
(often-abbreviated “WWW” or called “the Web”). 
One of the most outstanding features of the Web is its use 

of hypertext, which is a method of cross-referencing. In most 
Web sites, certain words or phrases appear in text of a differ 
ent color than the surrounding text. This text is often also 
underlined. Sometimes, there are hot spots, such as buttons, 
images, or portions of images that are “clickable.” Clicking 
on hypertext or a hot spot causes the downloading of another 
web page via a protocol such as hypertext transport protocol 
(HTTP). Using the Web provides access to millions of pages 
of information. Web “sur?ng” is done with a Web browser, 
such as Apple SAFARI® and Microsoft INTERNET 
EXPLORER browsers. The appearance of a particular web 
site may vary slightly depending on the particular browser 
used. Versions of browsers have “plug-ins,” which provide 
animation, virtual reality, sound, and music. Interpreted pro 
grams (e.g., applets) may be run within the browser. 

FIG. 1 shows a plurality of interconnected computer sys 
tem networks 102 and devices 110. More speci?cally, the 
networks 102 may be computer system networks run by ser 
vice providers. A typical networked computing environment 
can be broadly described as comprising “users” and “service 
providers.” A service provider delivers some form of infor 
mation, informational access, or access to resources to a user 

electronically via computer systems and networks, such as 
those shown in FIG. 1. A user may be regarded as a consumer 
of the provided service. In general, many different types of 
service providers may be present in a given networked envi 
ronment, such as the environment shown in FIG. 1. Online 
merchants represent a class of e-commerce service providers, 
while Web portals represent a class of information service 
providers. Internet service providers are entities that provide 
a network communication link to the Internet as a service. 
Many of these service providers provide access to their par 
ticular service or resource only after a user has been properly 
authenticated. The service provider then makes use of the 
aspects of the user’ s identity it has been authorized to access. 
Non-limiting examples of service providers include public or 
corporate WEB-services such as e-commerce sites (e. g., 
Amazon.com), public mail servers (e.g., mail.google.com), 
wikies, social network services (e.g., facebook.com), tradi 
tional brick-and-mortar merchant systems (e. g., sales sys 
tems at Macy’s or Home Depot), and traditional and on-line 
banking services, to name a few. 
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Each service provider computer system network 102 may 
include a corresponding local computer processor unit 104, 
which is coupled to a corresponding local data storage unit 
106 and to local network user terminals 108. A computer 
system network 102 may be a local area network (LAN) or 
part of a wide area network (WAN), for example. 

The illustrated environment also includes a third-party 
(i.e., not a “user” and not a “service provider” as discussed 
above) authentication system 202, which includes a process 
ing system identi?ed as Authentication and Distributed Data 
Storage Management System 204. In certain embodiments, 
the Authentication and Distributed Data Storage Manage 
ment System 204 provides a vehicle for providing mutual 
authentication during a transaction. That is, the authentica 
tion operations of the system can be used to authenticate not 
only the user but also the service provider before any data 
from its secured data storage is released. Moreover, as part of 
this authentication process, the Authentication and Distrib 
uted Data Storage Management System 204 itself can be 
authenticated to the user and the service provide as provided 
in more detail in the remainder of this description. The system 
204 includes local computer processing units 208 (such as for 
performing administrative actions) and local storage 206. The 
system 202 is shown coupled to the user computer processing 
units 110 and networks 102 through the Internet 114, but it 
should be understood that communications between these 
devices and networks can also be by way of a private network 
or dedicated connection. 

Each of the plurality of user devices 110 and local user 
terminals 108 (collectively, user terminals) may have various 
devices connected to their local computer systems, such as 
scanners, barcode readers, printers, ?nger print scanners, 
mouse devices, keyboards, and other interface devices, such 
as Token Interface 112 described in more detail below. 

The processor unit 104 of the service provider computer 
system network 102 can take the form of a server and provide 
front-end graphical user interfaces (GUIs) for providing its 
associated services/resources to local and remote user termi 
nals 108, 110. The processor unit 104 can also provide back 
end GUIs, for example, used by system administrators. Local 
and remote terminals 108, 110 are said to be “clients” of the 
processor unit 104. A “client” is any computer or device that 
is capable of connecting to a server computer (referred to as 
the “host”) or device through a network, wired or wireless. A 
client may also refer to computer software or ?rmware that 
calls and connects to a server. The aforementioned GUIs can 
take the form of, for example, a webpage that is displayed 
using a browser program local to the user terminal 108, 110. 
Front- and back-end GUIs may be portal pages that includes 
various content retrieved from the one or more data storage 
devices 106. As used herein, “portal” is not limited to general 
purpose Internet portals, such as YAHOO! or GOOGLE but 
also includes GUIs that are of interest to speci?c, limited 
audiences and that provide the user access to a plurality of 
different kinds of related or unrelated information, links and 
tools as described below. 
A user may gain access to the services/resources provided 

by a service provider’s computer processor unit 104 of the 
computer system network 102 by using a user device 108, 
110, programmed with a Web browser or other software, to 
locate and select (such as by clicking with a mouse) a par 
ticular webpage (or “page” accessible via local area network). 
The content of the webpage is located on the one or more data 
storage devices 106. The user devices 108, 110 may be micro 
processor-based computer terminals that can communicate 
through the Internet using the Internet Protocol (IP), Kiosks 
with Internet access, connected personal digital assistants or 
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6 
PDAs (e.g., a PALM® device manufactured by Palm, Inc., 
IPAQ® device available from Compaq, iPHONE® from 
Apple, Inc. or BLACKBERRY® device from RIM), or other 
devices capable of interactive network communications. User 
devices 108, 110 may be wireless devices, such as a hand-held 
unit (e.g., a cellular telephone or a portable music player such 
as an iPod® device) that connect to, and communicate 
through, the Internet using a wireless access protocol (WAP) 
or other protocols. Other types of devices may also be sub 
stituted in the system for user devices 108, 110. One non 
limiting example may be a door lock having an embedded 
processor without a visual browser that generates GUIs for a 
user display but rather that makes hidden requests to a pre 
de?ned Web server and in accordance with a reply from the 
Web server performs some operations, e.g., triggers a switch 
or relay, responds with a reply, etc. In order to access a secure 
area, the user presents an ID Token to an appropriately con 
?gured reader. The service provider in this example can be 
viewed as the corporate IT or security system. 

The system and method described herein may be imple 
mented by utiliZing all or part of the environment described 
above in connection with FIG. 1. It should be apparent to one 
of ordinary skill in the art that the system may be incorporated 
in a LAN, in a WAN, or through an Internet 114 based 
approach, such as through a hosted or non-hosted application 
service, or through a combination thereof. 

FIG. 2 illustrates a particular embodiment of a centralized 
authentication system with safe private data storage that may 
be implemented using the computing environment illustrated 
in FIG. 1. The Authentication and Distributed Data Storage 
Management System 204 includes a Service Provider Front 
End module 205 for interfacing with the Service Provider 
Agent 220, a User Front End module 208 for interfacing with 
the combined User Terminal/ Token Interface 222, a Distrib 
uted Data System Management module 210 and a Key Man 
agement module 212. An ID Token 224 is shown in commu 
nication with the User Terminal/Token Interface 222, which 
is in communication with the Service Provider Agent 220 
either locally or remotely through Internet 114. Service Pro 
vider Agent 220 and User Terminal/ Token Interface 222 com 
municate with the Authentication and Distributed Data Stor 
age Management System 204 through a network, such as 
Internet 114. 

Although FIG. 2 illustrates a single Service Provider FE 
205 and a single User Front End 208, it should be understood 
that this is for illustrative purposes only. That is, in embodi 
ments the system can include multiple instances of both the 
Service Provider FE 205 and User Front End 208 each with its 
own respective address. These front ends can be located at a 
single node or at multiple nodes. This provides two advan 
tages. First, for a geographically distributed system, users and 
service providers can be connected to the nearest front ends. 
Second, in the case a node fails, it is still possible for service 
provider and user to access other front ends. 
As described above, a service provider delivers some form 

of information, informational access, or access to other 
resources or services (collectively or individually, 
“resource”) to a user electronically via computer systems and 
networks, such as those shown in FIG. 1. A user may be 
regarded as a consumer of the provided service. The service 
provider can be thought of as an entity that provides some 
Internet (or other networked) service either directly to the 
consumer (e. g., e-commerce) or indirectly (e.g., by maintain 
ing a loyalty program which the user uses either in person or 
remotely). In a second sense, the service provider can be 
thought of as combination of computer programs, computers, 
network links that implement the functionality of this Internet 






























